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From a user’s perspective, it has been apparent that even in applications where Network Time 
Protocol, NTP, delivers sufficient accuracy there is a need for a documented traceability of the 
provided time data, including an archive of past data. This traceability should be referenced to 
UTC, and could be logged from a close or distant client position in the network, taking both the 
server behavior and the network performance into account. 

UTC(SP) is operated by SP Technical Research Institute of Sweden and is the official UTC realization of 
Sweden. The equipment in the laboratories is thereby traceable to UTC(SP). Since 2011, the Time and 
Frequency Lab at SP is connected to the management network of TeliaSonera, which is a main Internet 
Service Provider in Sweden (ISP). The customer's NTP servers are regularly polled by the local reference 
NTP server at SP and the time offset, in addition to uncertainty estimations, are presented on a custom-
website. 

The presented surveillance includes regular NTP data as well as time difference measurements with cor-
responding uncertainties based, among other uncertainty contributions, on the round-trip delay 
time of the data request. Alarm-levels are set in collaboration with the customer inducing color-
coding of the relevant cells in the table, as well as an automated email to the customer. 

For TeliaSonera, the technical 
setup has increased the quality of 
service for the ISP connections. 
The data of the server time offset 
and round trip time delay is use-
ful, both in view of present and 
future legal requirements on 
transmission logs of data traffic, 
and from a network health per-
spective. The NTP-surveillance 
has shown segments of the back-
bone network that has been over-
loaded and upgrades have been 
issued.  

 

 

Fig. 1: Example of published website, presenting data of surveilled 
NTP-servers. Presented are data of the public NTP servers operat-
ed by SP. 
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